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1Aufgabe des Datenschutzes ist es, 
und insbesondere deren Recht auf Schutz personenbezogener Daten bei der Verarbeitung dieser 
Daten zu  2

3

kirchliche Stellen erforderlich. 
 
4

rwalten. 5Die-

ersonenbezogener Daten, zum 
freien Datenverkehr und zur Aufhebung der Richtlinie 95/46/EG (Datenschutz-Grundverord-
nung  EU-DSGVO) sowie in 
Union (AEUV). 6In Wahrnehmung dieses Rechts stellt dieses Gesetz den Einklang mit der EU-
DSGVO her. 
 
 

Kapitel 1 
Allgemeine Bestimmungen 

 
 

Zweck 
 

Zweck dieses Gesetzes ist es, betroffene Personen sie durch die Verar-
beitung ihrer personenbezogenen Daten in ihre werden, 

 
 

 
Sachlicher Anwendungsbereich 

 
(1) 1

die in einem Dateisystem gespeichert sind oder gespeichert werden sollen. 2

 
 

(2) Soweit besondere kirchliche oder besondere staatliche Rechtsvorschriften auf Verarbei-
tungen personenbezogener Daten anzuwenden sind, gehen sie den Vorschriften dieses 
Gesetzes vor, sofern sie das Datenschutzniveau dieses Gesetzes nicht unterschreiten. 

 
(3) Die Verpflichtung zur Wahrung des Beichtgeheimnisses und des Seelsorgegeheimnisses, 

anderer gesetzlicher Geheimhaltungspflichten oder anderer Berufs- oder besonderer 
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Organisatorischer Anwendungsbereich 

 
(1)

liche Stellen:  
 
a)

 
b) -

 
c)

 
 

(2) Dieses Gesetz findet Anwendung auf die Verarbeitung personenbezogener Daten, soweit 
kirchlichen Verantwortlichen oder Auftragsver-

 
 

 
Begriffsbestimmungen 

 
Im Sinne dieses Gesetzes bezeichnet der Ausdruck: 
 
1.

dere mit-
tels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu Standort-
daten, zu einer Online-Kennung oder zu einem oder mehreren besonderen Merkmalen, 
die Ausdruck der physischen, physiologischen, genetischen, psychischen, wirtschaftli-
ch
den kann; 
 

2.

sche Dat
Gesundheitsdaten oder Daten zum Sexualleben oder der sexuellen Orientierung einer na-

besondere Kategorie personenbezogener Daten. 
 
3.

gang oder jede solche Vorgangsreihe im Zusammenhang mit personenbezogenen Daten 
wie das Erheben, das Erfassen, die Organisation, das Ordnen, die Speicherung, die An-
passung o

 
 

4.
 

 
5.

rin besteht, dass diese personenbezogenen Daten verwendet werden, um bestimmte 
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sel 
 

 
6.

chen Informationen gesondert aufbewahrt werden und technischen und organisatorischen 

 
 

7.

best  
 

8.

wird; 
 

9.

arbeitung von personenbezogenen Daten entscheidet; sind die Zwecke und Mittel dieser 

nach diesem Recht vorgesehen werden. 
 

10.
andere Stelle, die personenbezogene Daten im Auftrag des Verantwortlichen verarbeitet; 

 
11.

bei ihr um einen Dritten handelt oder nicht; 
 

12.

Personen, die unter der unmittelbaren Verantwortung des Verantwortlichen oder des Auf-
tragsverarbeiters befugt sind, die personenbezogenen Daten zu verarbeiten; 

 
13.

Person zu verstehen gibt, dass sie mit der Verarbeitung der sie betreffenden personenbe-
zogenen Daten einverstanden ist; 

 
14.

oder zur unbefugten Offenlegung von beziehungsweise zum unbefugten Zugang zu 
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arbeitet wurden; 
 

15.

A  
 

16.
gene Daten zu den physischen, physiologischen oder verhaltenstypischen Merkmalen ei-

 
 

17.

hervorgehen; 
 

18.
schaftsraums;  

 
19.

 
 

20.
 

 
21.

 
 

22. den Leiter 
oder die Leiterin der Datenschutzaufsicht; 

 
23. den 

vom Verantwortlichen oder vom Auftragsverarbeiter benannten Datenschutzbeauftragten 
oder die vom Verantwortlichen oder vom Auftragsverarbeiter benannte Datenschutzbe-
auftragte;  

 
24.  
 

a)  
b)

 
c)

stehende Personen,  
d)  
e)

der beruflichen Eignung oder Arbeitserprobungen (Rehabilitanden), 
f)  
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g) nach dem Bundesfreiwilligendienstgesetz oder dem Jugendfreiwilligendienstege-
setz  oder Prak-
tikantinnen,  

h)

 
i)

, 
j) Leiharbeitnehmerinnen und Leiharbeitnehmer, soweit sie zu einem kirchlichen Ar-

beitgeber entsandt sind. 
 
 

Kapitel 2 
 

 
 

Datengeheimnis 
 
(1) 1

unbefugt zu verarbeiten (Datengeheimnis). 2Diese Personen sind bei der Aufnahme ihrer 

gelungen schriftlich zu verpflichten. 3Das Datengeheimnis besteht auch nach Beendigung 
 

 
(2)

verarbeiten. 
 

 
 

 
(1)

 
 
a) Dieses Gesetz oder eine andere kirchliche oder eine staatliche Rechtsvorschrift er-

laubt sie oder ordnet sie an; 
b) die betroffene Person hat in die Verarbeitung der sie betreffenden personenbezoge-

 
c)

lich, die auf Anfrage der betroffenen Person erfolgen; 
d)

der Verantwortliche unterliegt; 
e) die Verarbeitung ist erforderlich, um lebenswichtige Interessen der betroffenen Per-

 
f) des Verantwortlichen er-

 
g) die Verarbeitung ist zur Wahrung der berechtigten Interessen des Verantwortlichen 

oder eines Dritten erforderlich, sofern nicht die Interessen oder Grundrechte und 
Grundfreiheiten der betroffenen Person, die den Schutz personenbezogener Daten 

erwiegen, insbesondere dann, wenn es sich bei der betroffenen Person 
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-

ben vorgenommene Verarbeitung. 
 
(2)

 
 

a) eine Rechtsvorschrift dies erlaubt oder anordnet und kirchliche Interessen nicht ent-
gegenstehen; 

b) die betroffene Person eingewilligt hat; 
c) offensichtlich ist, dass es im Interesse der betroffenen Person liegt, und kein Grund 

zu der Annahme besteht, dass sie in Kenntnis des anderen Zwecks ihre Einwilligung 
; 

d)
; 

e)

; 
f) sie 

forderlich ist, sofern nicht die Interessen der betroffenen Person an dem Ausschluss 
; 

g) es zur Verfolgung von Straftaten oder Ordnungswidrigkeiten oder 
; 

h) r erfor-
derlich ist; 

i) es zur institutionellen Aufarbeitung von sexualisierter Gewalt und anderen Formen 
des Missbrauchs auf der Grundlage kirchlichen Rechts erforderlich ist und die In-

wahrt sind; 
j)  oder 
k)

-ansprache sowie 
 Information und Schulung. 

 
(3) 1

Visitations-, Aufsichts-  
oder 
dient. 2 - 

nen Person entgegenstehen. 
 

(4) Beruht die Verarbeitung zu einem anderen Zweck als zu demjenigen, zu dem die perso-
nenbezogenen Daten erhoben wurden, nicht auf der Einwilligung der betroffenen Person 
oder auf einer kirchlichen oder staatlichen Rechtsvorschrift, so 
antwortliche  um festzustellen, ob die Verarbeitung zu einem anderen Zweck mit dem-

ist  unter anderem 
 

a)
hoben wurden, und den Zwecken der beabsichtigten Weiterverarbeitung; 
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b) den Zusammenhang, in dem die personenbezogenen Daten erhoben wurden, insbe-

Verantwortlichen; 
c) die Art der personenbezogenen Daten, insbesondere ob besondere Kategorien per-

 
d)

Personen;  
e)

 
 

(5)

 
 

 
 

 
(1)  

 
a) Weise, nach Treu und Glauben 

son nachvollziehbaren Weise verarbeitet werden 
 

b)
in einer mit diesen Zwecken nicht zu vereinbarenden Weise weiterverarbeitet wer-
den 

 
c)

  insbesondere sind 
personenbezogene Daten zu anonymisieren oder zu pseudonymisieren, soweit dies 

zum angestrebten Schutzzweck steht;  
d) sachlich richtig und erforderlichenfalls auf dem neuesten Stand sein; es sind alle 

berichtigt werden ; 
e) in einer Form gespeichert werden, die die Identifizierung der betroffenen Personen 

forderlich ist ;  
f) in einer Weise verarbeitet werden, die eine angemessene Sicherheit der personen-

rung oder unbeabsic
 . 

 
(2) es 1 verantwortlich 
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Einwilligung 

 
(1) Beruht die Verarbeitung auf einer Einwilligung, muss der Verantwortliche nachweisen 

eingewilligt hat. 
 

(2) 1Wird die Einwilligung bei der betroffenen Person eingeholt, ist diese auf den Zweck der 

Verlangen, auf die Folgen der Verweigerung der Einwilligung hinzuweisen. 2Die Einwil-
ligung ist nur wirksam, wenn sie auf der freien Entscheidung der betroffenen Person be-
ruht. 
 

(3) 1

 dass 
es von den anderen Sachverhalten klar zu unterscheiden ist. 2

 
 

(4) 1Die betroffene Person hat das Recht, ihre Einwilligung jederzeit zu widerrufen. 2Durch 

3Die betroffene Person wird vor 
Abgabe der Einwilligung hiervon in Kenntnis gesetzt. 4Der Widerruf der Einwilligung 
muss so einfach wie die Erteilung der Einwilligung sein. 

 
(5) Bei der Beurteilung, ob die Einwilligung freiwillig erteilt wurde, muss dem Umstand 

der Erbringung einer Dienstleistung, von der Einwilligung zu einer Verarbeitung von per-

sind.  
 

(6) 1Personenbezogene Daten eines oder einer oder der elektronisch 
eine Dienstleistung oder ein vergleichbares anderes Angebot von einer kirchlichen Stelle 
unterbreitet oder die 
sechzehnte Lebensjahr vollendet hat. 2Hat der oder die 

eine 
Einwilligung durch die Personensorgeberechtigten erteilt wird. 3 erarbeitung 

durch die Personensorgeberechtigten oder mit deren Zustimmung erteilt wurde. 4Die Ein-

tions- 
elektronisch unmittelbar und kostenfrei angeboten werden und die Einholung einer Ein-

tions-  
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Verarbeitung besonderer Kategorien personenbezogener Daten 

 
(1) Die Verarbeitung besonderer Kategorien personenbezogener Daten ist untersagt. 

 
(2)  
 

a) Die betroffene Person hat in die Verarbeitung der genannten personenbezogenen 
es sei 

m Recht kann das Verbot 
nach Absatz 1 durch die Einwilligung der betroffenen Person nicht aufgehoben wer-
den, 

b) die Verarbeitung ist erforderlich, damit der Verantwortliche oder die betroffene 
Person die ihm bzw. ihr aus dem Arbeitsrecht und dem Recht der sozialen Sicher-

ichten nachkommen kann, soweit dies nach kirchlichem, staat-
liche  Recht oder nach einer Dienstvereinbarung nach der Mit-

Interessen der betroffenen Person vorse  
c) die Verarbeitung ist zum Schutz lebenswichtiger Interessen der betroffenen Person 

 
d)

auf die Mitglieder oder ehemalige Mitglieder der kirchlichen Einrichtung oder auf 
Personen
mit ihr unterhalten, bezieht und die personenbezogenen Daten nicht ohne Einwilli-

 
e) die Verarbeitung bezieht sich auf personenbezogene Daten, die die betroffene Per-

 
f)

 
g) die Verarbeitung ist auf der Grundlage kirchlichen Rechts, das in angemessenem 

Grundrechte und Interessen d
heblichen kirchlichen Interesses erforderlich, 

h)
 oder der 

nische Diagnostik, die Versorgung oder Behandlung im Gesundheits- oder Sozial-
- 

oder Sozialbereich auf der Grundlage des kirchlichen oder staatlichen Rechts oder  
aufgrund eines Vertrags mit einem oder einer 
und vorbehaltlich der in Absatz 3 genannten Bedingungen und Garantien erforder-
lich, 

i)
- und Sicherheitsstan-

dards bei der Gesundheitsversorgung und bei Arzneimitteln und Medizinprodukten, 
auf der Grundlage kirchlichen oder staatlichen Rechts, das angemessene und 
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Person, insbesondere des Berufsgeheimnisses, vorsieht, erforderlich, 
j) die Verarbeitung ist auf der Grundlage des kirchlichen oder staatlichen Rechts, das 

Wahrung der Grundre

,  
k)

Gewalt und anderen Formen des Missbrauchs auf der Grundlage kirchlichen Rechts 

messene Ma  
l)

Interesses zwingend erforderlich. 
 

(3)
genannten Zwecken verarbeitet werden, wenn diese Daten von Fachpersonal oder unter 
dessen Verantwortung verarbeitet werden und dieses Fachpersonal nach dem kirchlichen 
oder staatlichen Recht dem Berufsgeheimnis unterliegt, oder wenn die Verarbeitung 
durch eine andere Person erfolgt, die ebenfalls nach kirchlichem oder staatlichem Recht 
einer Geheimhaltungspflicht unterliegt. 
 

(4)

Verarbeitung sowie der unterschiedlichen Eintrittswahrscheinlichkeit und Schwere der 
mit d

troffenen Person vorzusehen. 
 

(5) Eine Verarbeitung von besonderen Kategorien personenbezogener Daten zu anderen 

 
 

 
 

und Straftaten 
 

sig, wenn dies nach kirchlichem oder staatlichem Recht, 
Rechte und Freiheiten der betroffenen Personen vorsieht,   
 

 
 

nicht erforderlich ist 
 

(1)
Identifizierung der betroffenen Person durch den Verantwortlichen nicht oder nicht mehr 

setzes zu-

troffene Person zu identifizieren. 
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(2)

ist, die betroffene Person zu identifizieren, so unterrichtet er die betroffene Person hier-
g, es sei 

 
 
 

Kapitel 3 
Informationspflichten des Verantwortlichen und 

Rechte der betroffenen Person 
 

Abschnitt 1 
Informationspflichten des Verantwortlichen 

 
 

 
 

 
(1) 1

 

2 mittlung der 
Informationen erfolgt schriftlich oder in anderer Form, gegebenenfalls auch elektronisch. 
3

 
 

(2) 1

2

dann weigern, aufgrund des Antrags der betroffenen Person auf Wahrnehmung ihrer 

in der Lage ist, die betroffene Person zu identifizieren. 
 

(3) 1

2Diese Frist kann um weitere 

3Der Verantwortliche unterrichtet die be-

gerung, 4Stellt die betroffene Person 

richten, sofern sie nichts anderes angibt.  
 

(4)

 der 
Datenschutzaufsicht Beschwerde zu erheben oder einen gerichtlichen Rechtsbehelf ein-
zulegen. 
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(5) 1

2Bei offenkundig 
  exzessiven An-

 
 
a)

 
b)  

 
3

siven Charakter des Antrags zu erbringen. 
 

(6)

erfor-
derlich sind. 

 
 

Informationspflicht bei unmittelbarer Datenerhebung 
 
(1) Werden personenbezogene Daten bei der betroffenen Person erhoben, so teilt der Verant-

wortliche der betroffenen Person zum Zeitpunkt der Erhebung dieser Daten Folgendes 
mit: 
 
a) den Namen und die Kontaktdaten des Verantwortlichen; 
b) gegebenenfalls die Kontaktdaten des oder der betrieblichen Datenschutzbeauftrag-

ten; 
c)

 
d)

die von dem Verantwortlichen oder einem Dritten verfolgt werden; 
e)

zogenen Daten und 
f) gegebenenfalls die Absicht des Verantwortlichen, die personenbezogenen Daten an 

Kommission oder 

 
 

(2)
nen Person zum Zeitpunkt der Erhebung dieser Daten folgende weitere Informationen zur 

leisten: 
 

a)
 

b)
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c)

Bestehen eines Rechts, die Einwilligung jederzeit zu widerrufen, ohne dass die 

t wird; 
d) das Bestehen eines Beschwerderechts bei der Datenschutzaufsicht; 
e) ob die Bereitstellung der personenbezogenen Daten gesetzlich oder vertraglich vor-

lichen  
f)

  

Auswirkungen ei  
 
(3)

en 

 
 

(4)

troff
besondere wegen des Zusammenhangs, in dem die Daten erhoben wurden, als gering an-
zusehen ist.  

 
(5)  

 
a) wenn und soweit die Daten oder die Tatsache ihrer Speicherung aufgrund einer spe-

Information  
b)

wortlichen an der Nichterteilung der Information die Interessen der betroffenen Per-
r  

c) wenn durch die Information 
wird. 

 
(6)

Absatz 3 nicht, sofern nicht das Interesse der betroffenen Person an der Informationser-
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Informationspflicht bei mittelbarer Datenerhebung 

 
(1) Werden personenbezogene Daten nicht bei der betroffenen Person erhoben, so teilt der 

formationen hinaus mit 
 
a) die zu ihr verarbeiteten Daten und 
b) aus welcher Quelle die personenbezogenen Daten stammen und gegebenenfalls, ob 

 
 
(2) Der Verantwortliche erteilt die Informationen 

 
a)

bezogenen Daten innerhalb einer angemessenen Frist nach Erlangung der perso-
 

b) falls die personenbezogenen Daten zur Kommunikation mit der betroffenen Person 

oder, 
c)  

 
 

(3)

en 

 
 

(4)  
 

a)  
b)

torische For
1 genannte Pflicht voraussichtlich die Verwirklichung der Ziele dieser Verarbeitung 

wortliche geeignete 

 
c) die Erlangung oder Offenlegung durch kirchliche

nahmen zum Schutz der berechtigten Interessen der betroffenen Person vorsehen, 
 

d) kirchlichen, staatlichen oder 
schen R

 
 

(5)  
 
a) atz 1 lit. a)  
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(aa)  
 

(bb)  die Information dem kirchlichen Wohl erhebliche  
  
und deswegen das Interesse der betroffenen Person an der Informationserteilung 

 
 

b)

. 
  

(6) 1

der betroffenen Person. 2

er von einer Information abgesehen hat. 
 

Abschnitt 2 
Rechte der betroffenen Person 

 
 

Auskunftsrecht der betroffenen Person 
 
(1)

zu verlangen, ob sie betreffende personenbezogene Daten verarbeitet werden; ist dies der 
fol-

gende Informationen: 
 
a) die Verarbeitungszwecke; 
b) die Kategorien personenbezogener Daten, die verarbeitet werden; 
c)

bezogenen Daten offengelegt worden sind oder noch offengelegt werden, insbeson-
 

d)

Dauer; 
e)

Verantwortlichen oder eines Widerspruchsrechts gegen diese Verarbeitung; 
f) das Bestehen eines Beschwerderechts bei der Datenschutzaufsicht; 
g) wenn die personenbezogenen Daten nicht bei der betroffenen Person erhoben wer-

 
h)

  

Auswirkungen ei  
 

(2) Werden personenbezogene Daten an ein Drittland oder an eine internationale Organisa-
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(3) 1Der Verantwortliche stellt eine Kopie der personenbezogenen Daten, die Gegenstand der 
2

beantragt, kann der Verantwortliche ein angemessenes Entgelt auf der Grundlage der Ver-
waltungskosten verlangen. 3Stellt die betroffene Person den Antrag elektronisch, so sind 

sofern sie nichts anderes angibt. 
 

(4)
 

 
(5)

steht nicht, wenn das Archivgut nicht durch den Namen der Person erschlossen ist oder 
keine Angaben gemacht werden, die das Auffinden des betreffenden Archivguts mit ver-
tret  

 
(6)

wenn 
 

a) 4 lit. d) oder 
Absatz 5 nicht zu informieren ist oder 

b) die Daten 
 
(aa) nur deshalb gespeichert sind, weil sie aufgrund gesetzlicher oder satzungs-

 
(bb)

dienen  
 

sowie eine Verarbeitung zu anderen Zwecken durch geeignete technische und or-
 

 
(7) 1 2Die Ablehnung der 

3Die 
zum Zweck der Auskunftserteilung an die betroffene Person und zu deren Vorbereitung 

trolle 
 

 
(8) 1

a) keine Auskunft erteilt, so ist sie auf Verlangen der betroffenen Person dem oder der 

 
2

Erkenntnisstand des Verantwortlichen zulassen, sofern dieser nicht einer weitergehenden 
Auskunft zustimmt. 

 
(9)
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noch nicht automatisiert verarbeitet und in einem Dateisystem gespeichert werden, be-
steht nur, soweit die betroffene Person Angaben macht, die das Auffinden der Daten er-

Ver
steht. 

 
 

Recht auf Berichtigung 
 
(1) 1

richtigung sie betreffender unrichtiger personenbezogener Daten zu verlangen. 2Unter 

 auch mittels einer  
 zu verlangen. 

 
(2) 1Das Recht auf Berichtigung besteht nicht, wenn die personenbezogenen Daten zu Ar-

chivzwecken im kirchlichen Interesse verarbeitet werden. 2Bestreitet die betroffene Per-

3

 
 

(3) 1

2

kunden. 
 

 
 

 
(1) Die betroffene Person hat das Recht, von dem Verantwortlichen zu verlangen, dass sie 

 
 

 
a)

sonstige Weise verarbeitet wurden, nicht mehr notwendig; 
b) die betroffene Person widerruft ihre Einwilligung, auf die sich die Verarbeitung 

 
c)

Verarbeitung ein; 
d)  
e)

pflichtung nach dem staatlichen oder dem kirchlichen Recht erforderlich, dem der 
Verantwortliche unterliegt. 
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(2)

tec

kationen dieser personenbezogenen Daten verlangt hat. 
 

(3)  
 

a)  
b)

chem oder staatlichem Recht, dem der Verantwortliche unterliegt, erfordert, oder 
zur Wahrnehmung einer Aufgabe, die im kirchlichen Interesse liegt oder in Aus-

  
c)

 
d)

nannte Recht voraussichtlich die Verwirklichung der Ziele dieser Verarbeitung un-
; 

e)
gung von Rechten oder 

f)

dere die durch kirchliche Rechtsvorschriften vorgesehenen Eintragungen in die Kir-

den. 
 
(4) 1

2Dies gilt nicht, wenn die perso-
3

beitung gelten auch die Sperrung und die Eintragung eines Sperrvermerks.   
 

 
 

 
(1)

Verarbeitung zu verlangen, wenn eine der folgenden Voraussetzungen gegeben ist: 
 
a) die Richtigkeit der personenbezogenen Daten wird von der betroffenen Person be-

 
b)

Nutzung der personenbezogenen Daten; 
c)
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Rechten oder 
d)

 
 
(2)

genen Daten  von ihrer Speicherung abgesehen  nur mit Einwilligung der betroffenen 

digung vo
 

 
(3)

wird. 
 

(4) Die in Absatz 1 lit. a), b) und d) vorgesehenen Rechte bestehen nicht, soweit diese Rechte 
voraussichtlich die Verwirklichung der im kirchlichen Interesse liegenden Archivzwecke 

llung 
dieser Zwecke erforderlich sind. 

 
 

 
 

 
1

2Der Verantwortliche unter-
 

 
 

 
 
(1) Die betroffene Person hat das Recht, die sie betreffenden personenbezogenen Daten, die 

schinenlesbaren Format zu erhalten, und sie hat das Recht, diese Daten einem anderen 
Verantwortlichen ohne Behinderung durch den Verantwortlichen, dem die personenbe-

 
 

a)
 

b) die Verarbeitung mithilfe automatisierter Verfahren erfolgt. 
 

(2)
troffene Person das Recht zu erwirken, dass die personenbezogenen Daten direkt von 

technisch machbar ist. 
 

(3) 1 2Dieses Recht gilt nicht 
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(4)
 

 
(5)

or-
derlich sind. 

 
 

Widerspruchsrecht 
 

(1) 1

tion ergeben, jederzeit gegen die Verarbeitung sie betreffender personenbezogener Daten, 
s gilt 

2Der Verantwortliche verar-
beitet die personenbezogenen Daten nicht mehr, es sei denn, er kann zwingende schutz-

dient der Geltendmachung 
 

 
(2) Werden personenbezogene Daten verarbeitet, um Direktwerbung oder Fundraising zu be-

treiben, so hat die betroffene Person das Recht, jederzeit Widerspruch gegen die Verar-
beitung sie betreffender personenbezogener Daten zum Zwecke derartiger Werbung ein-
zulege
dung steht. 

 
(3)

 
 

(4)

 
erfolgen. 

 
(5) 1

tion ergeben, gegen die sie betreffende Verarbeitung sie betreffender personenbezogener 
Daten, die zu wissenschaftlichen oder historischen Forschungszwecken oder zu statisti-
schen Zwecken erfolgt, Widerspruch einzulegen. 2Das Recht auf Widerspruch besteht 

chrift 
zur Verarbeitung verpflichtet. 

 
 

 
 

(1)
Verarbeitung   beruhenden Entscheidung unterworfen zu 
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(2) Absatz 1 gilt nicht, wenn die Entscheidung 
 

a)
son und dem Verantwortlichen erforderlich ist, 

b) aufgrund von kirchlichen Rechtsvorschriften, denen 

Interessen der betroffenen Person enthalten oder   
c)  

 
(3)

troffenen Person zu wahren, wozu mindestens das Recht auf Erwirkung des Eingreifens 
einer Person seitens des Verantwortlichen, auf Darlegung des eigenen Standpunkts und 

 
 

(4)

nahmen zum Schutz der Rechte und Freiheiten sowie der berechtigten Interessen der be-
troffenen Person getroffen wurden.  

 
 

Unabdingbare Rechte der betroffenen Person 
 
(1) Die Rechte der betroffenen Person insbesondere 

 
 

(2) 1Sind die Daten der betroffenen Person automatisiert in einer Weise gespeichert, dass 
mehrere Verantwortliche speicherungsberechtigt sind, und ist die betroffene Person nicht 
in der Lage, festzustellen, welcher Verantwortliche die Daten gespeichert hat, so kann sie 
sich an jeden dieser Verantwortlichen wenden. 2Dieser Verantwortliche ist verpflichtet, 
das Vorbringen der betroffenen Person an den Verantwortlichen, der die Daten gespei-
chert hat, weiterzuleiten. 3 g und den Ver-
antwortlichen, an den weitergeleitet wurde, zu unterrichten. 

 
 

Kapitel 4 
Verantwortlicher und Auftragsverarbeiter 

 
Abschnitt 1 

Technik und Organisation;  
Auftragsverarbeitung  
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(1) 1

anderem des Stands der Technik, der Implementierungskosten, der Art, des Umfangs, der 

schei

 
 

a)
zogener Daten; 

b)
Systeme und Dienste im Zusammenhang mit der Verarbeitung auf Dauer sicherzu-
stellen; 

c)
ihnen bei einem physischen oder technischen Zwischenfall rasch wiederherzustel-
len; 

d)

tung der Sicherheit der Verarbeitung. 
 

(2) Bei der Beurteilung des angemessenen Schutzniveaus sind insbesondere die Risiken zu 
 ob un-

 
legun
speichert oder auf andere Weise verarbeitet wurden. 
 

(3)
zu dem angestrebten Schutzzweck steht. 

 
(4) Die Einhaltung eines nach dem echt zertifizierten Verfahrens kann als 

 
 

(5) Der Verantwortliche und der Auftragsverarbeiter unternehmen Schritte um sicherzustel-
len, dass ihnen unterstellte Personen, die Zugang zu personenbezogenen Daten haben, 
diese nur auf Anweisung des Verantwortlichen verarbeiten, es sei denn, sie sind nach 
kirchlichem oder staatlichem Recht zur Verarbeitung verpflichtet. 

 
 

Technikgestaltung und Voreinstellungen 
 
(1)

chen Eintrittswahrscheinlichkeit und Schwere der mit der Verarbeitung verbundenen Ri-
siken f

geeignet s
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Garantien in die Verarbeitung aufzunehmen, um den Anforderungen dieses Gesetzes zu 
 

 
(2) 1

2

3

lungen 
 

 
(3) Ein nach dem Recht genehmigtes Zertifizierungsverfahren kann als Faktor 

derungen nachzuweisen. 
 

 
Gemeinsam Verantwortliche 

 
(1) 1Legen mehrere Verantwortliche gemeinsam die Zwecke der und die Mittel zur Verarbei-

tung fest, so sind sie gemeinsam Verantwortliche. 2Sie legen in einer Vereinbarung in 

 
 

(2) 1Die Verarbeitung in gemeinsamer Verantwortung erfolgt auf der Grundlage der Verein-

chen Recht, an die bzw. an das die gemeinsam Verantwortlichen gebunden sind. 2Die 

3

den wesentlichen, die Verarbeitung personenbezogener Daten betreffenden Inhalt der 
Vereinbarung bzw. des Rechtsinstruments informiert. 

 
(3) Ungeachtet der Einzelheiten der Vereinbarung bzw. des Rechtsinstruments kann die be-

nen der Verantwortlichen geltend machen. 
 

 
Verarbeitung personenbezogener Daten im Auftrag 

 
(1) Erfolgt eine Verarbeitung im Auftrag eines Verantwortlichen, so arbeitet dieser nur mit 

Ein-
klang mit den Anforderungen dieses Gesetzes erfolgt und den Schutz der Rechte der be-

 
 

(2) 1Der Auftragsverarbeiter nimmt keinen weiteren Auftragsverarbeiter ohne vorherige ge-
sonderte oder allgemeine schriftliche Genehmigung des Verantwortlichen in Anspruch. 
2Im Fall einer allgemeinen schriftlichen Genehmigung informiert der Auftragsverarbeiter 
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Hinzuziehung oder die Ersetzung anderer Auftragsverarbeiter, wodurch der Verantwort-
 

 
(3) Die Verarbeitung durch einen Auftragsverarbeiter erfolgt auf der Grundlage eines Ver-

trags oder eines anderen Rechtsinstruments nach dem kirchlichen, dem staatlichen oder 
Recht, der bzw. das den Auftragsverarbeiter in Bezug auf den Verant-

wortlichen bindet und in dem   
 

a) Gegenstand der Verarbeitung 
b) Dauer der Verarbeitung,  
c) Art und Zweck der Verarbeitung,  
d) die Art der personenbezogenen Daten,  
e) die Kategorien betroffener Personen und  
f) die Pflichten und Rechte des Verantwortlichen 

 
festgelegt sind. 
 

(4) Dieser Vertrag bzw. dieses andere Rechtsinstrument sieht insbesondere vor, dass der Auf-
tragsverarbeiter 
 
a) die personenbezogenen Daten nur auf dokumentierte Weisung des Verantwortli-

chen   
Drittland oder eine internationale Organisation  verarbeitet, sofern er nicht  
durch das kirchliche  Recht, dem der Auf-
tragsverarbeiter unterliegt, hierzu verpflichtet ist; in einem solchen Fall teilt der 
Auftragsverarbeiter dem Verantwortlichen diese rechtlichen Anforderungen vor 
der Verarbeitung mit, sofern das betreffende Recht eine solche Mitteilung nicht we-
gen eines wichtigen kirchlichen Interesses verbietet; 

b)
ten Personen zur Vertraulichkeit verpflichtet haben oder einer angemessenen ge-
setzlichen Verschwiegenheitspflicht unterliegen; 

c)  
d)

 
e)

genannten Rechte der betroffenen Person nachzukommen; 
f)

 
g) nach Abschluss der Erbringung der Verarbeitungsleistungen alle personenbezoge-

nicht nach dem kirchlichen Recht eine Ver-
pflichtung zur Speicherung der personenbezogenen Daten besteht; 

h) dem Verantwortlichen alle erforderlichen Informationen zum Nachweis der Einhal-

 , die vom Verantwortlichen oder ei-
nem anderen von di

lich, falls er der Auffassung ist, dass eine Weisung gegen dieses Gesetz oder gegen 
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andere kirchliche Datenschutzbestimmungen oder Datenschutzbestimmungen der 
 

 
(5) 1Nimmt der Auftragsverarbeiter die Dienste eines weiteren Auftragsverarbeiters in  An-

nes anderen Rechtsinstruments nach dem kirchlichen
ischen Recht dieselben Datenschutzpflichten auferlegt, die in dem Vertrag oder anderen 

dieses Gesetzes erfolgt. 2Kommt der weitere Auftragsverarbeiter seinen Datenschutz-

 
 

(6)
nehmigten Zertifizierungsverfahrens durch einen Auftragsverarbeiter kann als Faktor her-

sen. 
 

(7) Unbeschadet eines individuellen Vertrags zwischen dem Verantwortlichen und dem Auf-

3, 4 und 5 ganz oder teilweise auf den in den Absatz 8 genannten Standardvertragsklau-
seln beruhen, auch wenn diese Bestandteil einer dem Verantwortlichen oder dem Auf-
tragsverarbeiter erteilten Zertifizierung sind. 

 
(8)

zen 3 bis 5 genannten Fragen festlegen. 
 

(9) 1 bedarf der Schriftform. 2

Ersetzung der Schriftform durch die elektronische Form oder die Textform sind die je-
weils geltenden staatlichen Regelungen. 

 
(10)

der Verarbeitung bestimmt, gilt in Bezug auf diese Verarbeitung als Verantwortlicher. 
 

 
Verarbeitung unter der Aufsicht des Verantwortlichen  

oder des Auftragsverarbeiters 
 

Der Auftragsverarbeiter und jede dem Verantwortlichen oder dem Auftragsverarbeiter unter-
stellte Person, die Zugang zu 
auf Weisung des Verantwortlichen verarbeiten, es sei denn, dass sie nach kirchlichem, staatli-

zur Verarbeitung verpflichtet sind. 
 

Abschnitt 2 
Pflichten des Verantwortlichen 
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(1) 1

2Dieses Verzeichnis hat die folgenden Angaben zu enthalten: 
 

a) den Namen und die Kontaktdaten des Verantwortlichen und gegebenenfalls des ge-
meinsam mit ihm Verantwortlichen sowie des oder der betrieblichen Datenschutz-
beauftragten, sofern ein solcher oder eine solche zu benennen ist; 

b) die Zwecke der Verarbeitung; 
c) eine Beschreibung der Kategorien betroffener Personen und der Kategorien perso-

nenbezogener Daten; 
d) gegebenenfalls die Verwendung von Profiling; 
e)

 
f) , an 

 oder an eine internationale Organisation, 
Drittlands, des betreffenden nichtstaat-

 oder der betreffenden internationalen Organisation 

rung geeigneter Garantien; 
g)

tenkategorien; 
h)

 
 

(2) Jeder Auftragsverarbeiter  ein Verzeichnis zu allen Kategorien von im Auftrag eines 
Folgende : 

 
a) den Namen und die Kontaktdaten des Auftragsverarbeiters oder der Auftragsverar-

ist, sowie eines oder einer betrieblichen Datenschutzbeauftragten, sofern ein solcher 
oder eine solche zu benennen ist; 

b) die Kategorien von Verarbeitungen, die im Auftrag jedes Verantwortlichen durch-
 

c) , ein 
 oder an eine internationale Organisation, ein-

, des betreffenden nichtstaatli-
 oder der betreffenden internationalen Organisation so-

wie 
geeigneter Garantien; 

d)
 

 
(3)

einem elektronischen Format erfolgen kann. 
 

(4) Der Verantwortliche und der Auftragsverarbeiter stellen dem oder der betrieblichen Da-
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(5) 1

2

nur gelegentlich erfolgt oder die Verarbei

S  
 

 
Zusammenarbeit mit der Datenschutzaufsicht 

 
Der Verantwortliche und der Auftragsverarbeiter arbeiten auf Anfrage der Datenschutzaufsicht 

 
 

 
Meldung an die Datenschutzaufsicht 

 
(1) 1

Schutzes personenbezogener Daten, wenn diese Verletzung ein Risiko 
2Erfolgt die Meldung nicht binnen 72 Stunden, 

nachdem die Verletzung des Schutzes personenbezogener Daten bekannt wurde, so ist ihr 
 

 
(2) Wenn dem Auftragsverarbeiter eine Verletzung des Schutzes personenbezogener Daten 

 
 
(3)  
 

a) eine Beschreibung der Art der Verletzung des Schutzes personenbezogener Daten, 

personenbezogenen D  
b) den Namen und die Kontaktdaten des oder der betrieblichen Datenschutzbeauftrag-

 
c) eine Beschreibung der wahrscheinlichen Folgen der Verletzung des Schutzes per-

sonenbezogener Daten; 
d) eine Beschreibung der von dem Verantwortlichen ergriffenen oder vorgeschlage-

ligen Auswirkungen. 
 
(4) Wenn und soweit die Informationen nach Absatz 3 nicht zeitgleich bereitgestellt werden 

 
 
(5) 1Der Verantwortliche dokumentiert Verletzungen des Schutzes personenbezogener Daten 

2Diese Dokumentation muss der Datenschutz-

lichen. 
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Benachrichtigung der betroffenen Person 

 
(1) Hat die Verletzung des Schutzes personenbezogener Daten voraussichtlich ein hohes Ri-

 
 

(2) Die in Absatz 1 genannte Benachrichtigung der betroffenen Person beschreibt in klarer 
und einfacher Sprache die Art der Verletzung des Schutzes personenbezogener Daten und 

d 
 

 
(3)

 
 

a)
getroffen und auf die von der Verletzung betroffenen personenbezogenen Daten 

Personen, die nicht zum Zugang zu den personenbezogenen Daten befugt sind, un-
 

b)
dass 
Absatz 1 aller Wahrscheinlichkeit nach nicht mehr besteht; 

c)

erfolgen, durch die die betroffenen Personen vergleichbar wirksam informiert wer-
den. 
 

(4)
Schutzes personenbezogener Daten benachrichtigt hat, kann die Datenschutzaufsicht un-

n
dies nachzuholen, oder sie kann mit einem Beschluss feststellen, dass bestimmte der in 

 
 

 
Datenschutz-  

 
(1) 1Hat eine Form der Verarbeitung, insbesondere bei Verwendung neuer Technologien, 

2

einzige Absch  
 

(2) -
den Rat des oder der betrieblichen Datenschutzbeauftragten ein, sofern ein solcher oder 
eine solche benannt wurde.  
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(3) oder der betrieblichen Datenschutzbeauftrag-
ten der Ansicht, dass ohne Hinzuziehung der Datenschutzaufsicht eine Datenschutz-Fol-

Stellungnahme vorlegen.  
 

(4) Eine Datenschutz-
len erforderlich: 

 
a)

 
b) umfangreiche Verarbeitung besonderer Kategorien von personenbezogenen Daten 

 
c)  

 
(5) 1

-
ist. 2

-  
 

(6) 1

2Gegebenenfalls ist der Austausch mit staatlichen 
 

 
(7) Die Datenschutz-  
 

a)

lichen verfolgten berechtigten Interessen; 
b)

 
c)

 
d)

rantien, Sicherheitsvorkehrungen und Verfahren, durch die der Schutz personenbe-

setz eingehalten wird. 
 

(8) Der Verantwortliche holt gegebenenfalls die Stellungnahme der betroffenen Person zu 
der beabsichtigten Verarbeitung unbeschadet des Schutzes gewerblicher oder kirchlicher 

 
 

(9) Falls die Verarbeitung auf einer Rechtsgrundlage im kirchlichen, im staatlichen oder im 
 Recht, dem der Verantwortliche unterliegt, beruht und falls diese Rechts-

vorschriften den konkreten Verarbeitungsvorgang oder die konkreten Verarbeitungsvor-

hang mit dem Erlass dieser Rechtsgrundlage eine Datenschutz-
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(10)
-

sik  
 

(11) Der Verantwortliche konsultiert vor der Verarbeitung die Datenschutzaufsicht, wenn aus 
der Datenschutz-

kos trifft. 
 

Abschnitt 3 
Betriebliche Datenschutzbeauftragte 

 
 

Benennung von betrieblichen Datenschutzbeauftragten 
 

(1)
chen Datenschutzbeauftragten oder eine betriebliche Datenschutzbeauftragte.  
 

(2)
betrieblichen Datenschutzbeauftragten oder eine betriebliche Datenschutzbeauftragte, 
wenn 

 
a) sich bei ihnen in der Regel mindestens zwanzig 

 
b)

wachung von betroffenen Personen erforderlich machen, oder  
c)

fangreichen Verarbeitung besonderer Kategorien personenbezogener Daten oder 

 
 

(3)

beauftragter oder eine gemeinsame betriebliche Datenschutzbeauftragte benannt werden.    
 
(4) 1

oder der betrieblichen Datenschutzbeauftragten. 2Die Benennung von betrieblichen Da-
tenschutzbeauftragten ist der Datenschutzaufsicht anzuzeigen. 
 

(5) 1Der oder die betriebliche Datenschutzbeauftragte 
sche Person sein. 2Er oder sie des Verantwortlichen 
oder des Auftragsverarbeiters sein oder seine oder ihre Aufgaben auf der Grundlage eines 

3Ist der oder die be-
  des Verantwortlichen, 

dung. 
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(6) Zum oder zur betrieblichen Datenschutzbeauftragten darf nur benannt werden, wer die 
 

 
(7) 1Zum oder zur betrieblichen Datenschutzbeauftragten darf der- oder diejenige nicht be-

nannt werden, der oder die mit der Leitung der Datenverarbeitung beauftragt ist oder dem 
oder der die Leitung der kirchlichen Stelle obliegt. 2Andere Aufgaben und Pflichten des 
oder der ausgestaltet oder umfangreich sein, dass 
der oder die betriebliche Datenschutzbeauftragte seinen oder ihren Aufgaben nach diesem 
Gesetz nicht  umgehend nachkommen kann. 

 
(8) oder einer betrieblichen Daten-

schutzbeauftragten besteht, hat der Verantwortliche oder der Auftragsverarbeiter die Er-
 

 
 

Rechtsstellung betrieblicher Datenschutzbeauftragter 
 

(1) 1Der oder die betriebliche Datenschutzbeauftragte ist dem Leiter oder der Leiterin der 
kirchlichen Stelle unmittelbar zu unterstellen. 2Er oder sie oder 
ihrer Aufgaben auf dem Gebiet des Datenschutzes weisungsfrei. 3Er oder sie darf wegen 

oder ihrer Aufgaben nicht benachteiligt werden. 
 

(2) 1Der Verantwortliche und der Auftragsverarbeiter stellen sicher, dass der oder die betrieb-

2

den betrieblichen Datenschutzbeauftragten oder die betriebliche Datenschutzbeauftragte 
 oder ihrer 

gaben erforderlichen Mittel und den Zugang zu personenbezogenen Daten und Verarbei-
3 oder ihrer 

Aufgaben erforderlichen Fachkunde haben der Verantwortliche oder der Auftragsverar-
beiter dem oder der betrieblichen Datenschutzbeauftragten die Teilnahme an Fort- und 

 
 

(3)
schutzbeauftragten oder die betriebliche Datenschutzbeauftragte wenden. 

 
(4) 1Ist ein betrieblicher Datenschutzbeauftragter oder eine betriebliche Datenschutzbeauf-

tragte oder ihres 

frist berechtigen. 2Nach der Abberufung als betrieblicher Datenschutzbeauftragter oder 
als betriebliche Datenschutzbeauftragte h der 

gungsfrist berechtigt ist. 
 

(5) Der Verantwortliche und der Auftragsverarbeiter stellen sicher, dass die Wahrnehmung 
anderer Aufgaben und Pflichten durch den betrieblichen Datenschutzbeauftragten oder 
die betriebliche Datenschutzbeauftragte  
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Aufgaben betrieblicher Datenschutzbeauftragter 

 
1Betriebliche Datenschutzbeauftragte wirken auf die Einhaltung dieses Gesetzes und anderer 

2Zu diesem Zweck 
die Datenschutzaufsicht gem  3Sie haben insbesondere 
 

a)

sem Zweck sind sie 
zogener Daten rechtzeitig zu unterrichten; 

b) den Verantwortlichen oder den Auftragsverarbeiter zu unterrichten und zu beraten; 
c)

tenschutzes vertraut zu machen; 
d) auf Anfrage des Verantwortlichen oder des Auftragsverarbeiters diesen bei der 

-
-

 
e) mit der Datenschutzaufsicht zusammenzuarbeiten. 

 
 

Kapitel 5 
 
D , internationale Organisationen 

 
 

 
 

 
1

, an eine internationale Organisation oder an ein nichtstaatliches 
 

der Auftragsverarbeiter die in diesem Gesetz niedergelegten Bedingungen einhalten. 2Dies gilt 
aus dem betreffenden Dritt-

land, der betreffenden internationalen Organisation oder dem betreffenden nichtstaatlichen 
 

 
 

 
oder bei geeigneten Garantien 

 
(1)

mission vorliegt.  
 

(2) Liegt ein Angemessenheitsbeschluss nicht vor, darf 
ner Daten an ein Drittland, an eine internationale Organisation oder an ein nichtstaatliches 
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Auftragsverarbeiter geeignete Garantien vorgesehen hat und sofern den betroffenen Per-
 

 
 

Ausnahmen  
 

(1)

land oder an eine internationale Organisation 
subjekt  

 
a) die betroffene Person hat in die vorgeschlagene , nach-

lungen ohne Vorliegen eines Angemessenheitsbeschlusses und ohne geeignete Ga-
rantien unterrichtet wurde; 

b)

 
c)

ristischen Person geschlossenen Vertrages erforderlich; 
d) erfolgt aufgrund kirchenrechtlicher Vorschriften oder in Wahr-

nehmung kirchlicher Aufgaben an den Heiligen Stuhl oder an den Staat der Vati-

Interesses notwendig;  
e)

 
f)

oder anderer Personen erforderlich, sofern die betroffene Person aus physischen 
 

 
(2) Der Verantwortliche oder der Auftragsverarbeiter erfasst die von ihm vorgenommene Be-

 
 
 

Kapitel 6 
Datenschutzaufsicht 

 
 

Datenschutzaufsicht 
 

(1)
 

 
(2) 1

beauftragten als Leiter der Daten-
schutzaufsicht. 2

Person bestellt werden. 
 

(3) 1
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2

3Die Dienstaufsicht 
 

 
(4) 1

ihrer Amtszeit keine andere mit seinem oder ihrem Amt nicht zu vereinbarende entgeltli-
che 2

Ordensgemeinschaften nicht entgegen. 
 

(5) 1 - und Sachausstattung 

2

der Amtshilfe und der Zusammenarbeit mit anderen Datenschutzaufsichten im Sinne des 
. f). 3

ng 

 
 

(6) 1

von der Datenschutzaufsicht selbst, ggf. einer anderen kirchlichen Stelle angestellt wird. 
2Die angestellten Mitarbeitenden unterstehen der Dienst- und Fachaufsicht des oder der 

le 
3Die Mitarbeitenden sehen von allen mit den 

Amtszeit keine anderen mit ihrem Amt nicht zu vereinbarenden entgeltlichen oder unent-
 

 
(7) 1

dienen. 2

 
 

(8) 1

nung. 2
3Die 

richtsordnung. 
 

(9) 1

st 
keine Auskunft zu geben. 2

3Soweit diese Verschwiegenheit reicht, 
darf die Vorlegung oder Auslieferung von Akten oder anderen Dokumenten von ihm oder 
ihr nicht gefordert werden. 4Im Verfahren vor den kirchlichen Datenschutzgerichten darf 
er oder sie entsprechende Angaben unkenntlich machen. 5  
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Der oder die  und  

seine oder ihre Vertretung 
 

(1) 1

 oder die Nachfolgerin. 2Die mehr-
3

4

sein oder ihr Amt hauptamtlich aus.  
 
(2) 1

2Er oder 
3Als 

4Der oder 
oder ihrer 

lichen Rechts zu verpflichten. 
 

(3) 1

24 Deutsches Richtergesetz vorliegen, die bei einem Richter oder einer Richterin auf Le-

gen, die nach der Grundordnung des kirchlichen Dienstes in der jeweils geltenden Fas-
2

e  
 

(4) 1

3 beendet werden. 2

 
 

(5)
Mitarbeitenden einen Vertreter oder eine Vertreterin, der oder die im Fall seiner oder ihrer 
Verhinderung die unaufschiebbaren Entscheidungen trifft. 

 
(6) 1

hof bis 

2 atz 2 gilt entsprechend. 3Die 

4Sie tritt nicht in die laufende 
5Mit der Bestel-

Absatz 5. 
 

(7) 1
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gewordenen Angelegenheiten Verschwiegenheit zu bewahren. 2 -

 
 

(8) 1

Aussage 2Die Genehmigung, als Zeuge oder Zeugin aus-
zusagen, wird in der Regel erteilt. 3

Straftaten anzuzeigen. 
 

(9)
chend. 

 
 

Aufgaben der Datenschutzaufsicht 
 

(1)
 und setzt diese durch.  

 
(2)  

 
a)

 
b)

Verarbeitung beraten; 
c)

entstehenden Pflichten sensibilisieren; 
d)

sem Zweck mit den anderen Datenschutzaufsichten sowie staatlichen und sonstigen 
kirchlichen Aufsichtsb  

e) sich mit Beschwerden einer betroffenen Person befassen, den Gegenstand der Be-

e Da-
tenschutzaufsicht Musterformulare in digitaler und Papierform bereit.  

f) mit anderen Datenschutzaufsichten zusammenarbeiten, auch durch Informations-
austausch, und ihnen Amtshilfe leisten, um die einheitliche Anwendung und Durch-

 
g)

Grundlage von Informationen einer anderen Datenschutzaufsicht oder einer ande-
 

h)
zogener Daten auswirken, insbesondere die Entwicklung der Informations- und 

 
i)

-
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j)  
k)

 
l) jede sonstige Aufgabe im Zusammenhang mit dem Schutz personenbezogener Da-

 
 
(3) Die Datenschutzaufsicht kann i

len. 
 

(4) 1 2Bei 
oder   

exzessiven Anfragen kann 
neuerliche Anfrage 

, oder sich weigern, auf-
3 e-

 
 

(5) 1 i-
2

soll auch eine Darstellung der wesentlichen Entwicklungen des Datenschutzes im nicht-
kirchlichen Bereich enthalten. 

 
 

- oder  
 sowie bei gemeinsamer Verantwortlichkeit 

 
(1) 1

- 
 zu-

2Bei Abgrenzungs-

schen dem oder der oder der Ordensdaten-
schutzbeauftragten.  
 

(2) - 

 gilt das 
 und ist die Datenschutzaufsicht der 

 
 

(3)
betroffenen Datenschutzaufsichten. 

 
 

Zusammenarbeit kirchlicher Stellen mit den Datenschutzaufsichten 
 

digkeit  
 
a) den Anweisungen der Datenschutzaufsicht Folge zu leisten, 
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b)
insbesondere Auskunft zu ihren Fragen sowie Einsicht in alle Unterlagen und Akten zu 

namentlich in die gespeicherten Daten und in die Datenverarbeitungsprogramme, und 

 
c)

zuzulassen. 
 

 
Befugnisse der Datenschutzaufsicht 

 
(1)

es ihr gestatten,  
 
a) den Verantwortlichen oder den Auftragsverarbeiter anzuweisen, alle Informationen 

derlich sind; 
b) ; 
c) den Verantwortlichen oder den Auftragsverarbeiter auf einen vermeintlichen Ver-

; 
d) von dem Verantwortlichen und dem Auftragsverarbeiter Zugang zu allen personen-

schutzaufsicht notwendig sind, zu erhalten; 
e)

lich aller Datenverarbeitungsanlagen und -
Auftragsverarbeiters zu erhalten. 

 
(2)

gestatten, 
 
a) einen Verantwortlichen oder einen Auftragsverarbeiter zu warnen, dass beabsich-

; 
b) einen Verantwortlichen oder einen Auftragsverarbeiter zu verwarnen, wenn er mit 

; 
c)

zu entsprechen; 
d) den Verantwortlichen oder den Auftragsverarbeiter anzuweisen, Verarbeitungsvor-

raums in Einklang mit diesem Gesetz zu bringen; 
e) den Verantwortlichen anzuweisen, die von einer Verletzung des Schutzes perso-

nenbezogener Daten betroffene Person entsprechend zu benachrichtigen; 
f)

; 
g)

; 
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h)
; 

i)

subjekt anzuordnen. 
 

(3) Hat die Datenschutzaufsicht die Feststellung getroffen, dass eine Datenschutzverletzung 
objektiv vorliegt, kann der betroffenen Person im Verfahren vor den staatlichen Zivilge-

erden. 
 

(4) 1

Frist befolgt

auf. 2

troffen worden sind. 
 

(5) 1  ist dem Verantwortlichen oder dem Auftragsver-
arbeiter 

2

sofortige Entscheidung wegen Gefahr im Verzug oder im kirchlichen Interesse notwendig 
erscheint. 

 
 

Kapitel 7 
Beschwerde, gerichtlicher Rechtsbehelf, Haftung und Sanktionen 

 
 

Beschwerde bei einer Datenschutzaufsicht 
 
(1) 1Jede betroffene Person hat unbeschadet eines anderweitigen Rechtsbehelfs das Recht auf 

Beschwerde bei einer Datenschutzaufsicht, wenn die betroffene Person der Ansicht ist, 
dass die Verarbeitung der sie betreffenden personenbezogenen Daten gegen Vorschriften 

2Die Einhaltung des 
Dienstwegs ist dabei nicht erforderlich. 
 

(2)
  und/oder den Dritten oder 

die Dritte zur Stellungnahme auf, soweit der Inhalt des Vorbringens den Tatbestand einer 
 

 
(3)

an die Datenschutzaufsicht gewendet hat.  
 

(4)  
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Recht auf gerichtlichen Rechtsbehelf  

gegen einen Bescheid der Datenschutzaufsicht  
 
1 einer 

treffenden Bescheid der Datenschutzaufsicht. 2Dies gilt auch dann, wenn sich die Datenschutz-

erhobenen Beschwerde 
in Kenntnis gesetzt hat. 

 
 

Recht auf gerichtlichen Rechtsbehelf  
gegen Verantwortliche oder kirchliche Auftragsverarbeiter 

 
Jede betroffene Person hat unbeschadet eines Rechts auf Beschwerde bei einer Datenschutz-

oder einen kirchlichen Auftragsverarbeiter, wenn sie der Ansicht ist, dass die ihr aufgrund die-
ses Gesetzes zustehenden Rechte infolge einer nicht im Einklang mit diesem Gesetz stehenden 
Verarbeitung ihrer personenbezogenen Daten verletzt wurden. 

 
 

 
 

(1)
 

 
(2)

 
 

 
Haftung und Schadenersatz 

 
(1)

terieller Schaden entstanden ist, hat Anspruch auf Schadenersatz gegen die kirchliche 
Stelle als Verantwortlicher oder Auftragsverarbeiter.  
 

(2)
dann, wenn er seinen speziell den Auftragsverarbeitern auferlegten Pflichten aus diesem 

 An-

gen gehandelt hat. 
 

(3)

Schaden eingetreten ist, verantwortlich ist. 
 

(4)
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(5)
teln, welche von mehreren beteiligten kirchlichen Stellen als Verantwortlicher oder Auf-

 den 
gesamten Schaden. 

 
(6)

buches. 
 
(7) Hat bei der Entstehung des Schadens ein Verschulden der betroffenen Person mitgewirkt, 

 
 

(8)
 

 
 

 
 

(1)

 
 

(2)

 
 

(3) 1

2Bei der Entscheidung 

 
 

a)
fangs oder des Zwecks der betreffenden Verarbeitung sowie der Zahl der von der 

Schadens; 
b)  
c)

nahmen zur Minderung des den betroffenen Personen entstandenen Schadens; 
d) Grad der Verantwortung des Verantwortlichen oder des Auftragsverarbeiters unter 

 
e)

arbeiters; 
f)

 
g)  
h)

dere ob und gegebenenfalls in welchem Umfang der Verantwortliche oder der Auf-
 

i)
 

2  
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j)

miedene Verluste. 
 

(4)

 
 

 
(5) 1 innerhalb eines Rahmens 

von bis zu 1.000.000   2

Nummer 19.
Prozent 

 
 
(6)

-
weit sie als Unternehmen am Wettbewerb teilnehmen. 
 

(7) 1

2Unbe-

3

4Sofern das 

erfolgt die Vollstreckung auf dem Zivilrechtsweg.   
 

(8)

pflichtigen oder die Meldepflichtige oder den Benachrichtigenden oder die Benachrich-
tigende od

richtigenden verwendet werden. 
 

 
Kapitel 8 

 
 

 
 

 
(1) -elektronischen Einrichtun-

 
 
a)  
b)  
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(2)
 

 
(3) Die Verarbeitung 

chen des verfolgten Zwecks erforderlich ist und keine Anhaltspunkte bestehen, dass 
 

 
(4)

 
 

(5)

Verarbeitung entgegenstehen. 
 

 
Gottesdienste und kirchliche Veranstaltungen 

 
(1)

der Aufz  
 

(2) - - ist in ange-
messenem Umfang Rechnung zu tragen. 

 
(3)

-besucherinnen in angemessener 
Zahl vorzuhalten. 

 
 

Verarbeitung personenbezogener Daten  
 

(1) Personenbezogene Daten eines oder einer 

Beendigung erforderlich ist.  
 

(2)  oder einer 

begangen hat, die Verarbeitung zur Aufdeckung erforderlich ist und das s
Interesse des oder der 

 
sind oder eine Rechtsvorschrift dies vorsieht. 

 
(3) Absatz 1 ist auch anzuwenden, wenn personenbezogene Daten verarbeitet werden, ohne 

dass sie automatisiert verarbeitet oder in oder aus einer nicht automatisierten Datei ver-
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(4) Die Beteiligungsrechte nach der jeweils geltenden Mitarbeitervertretungsordnung bleiben 
 

 
 

Verarbeitung personenbezogener Daten zu wissenschaftlichen oder historischen  
Forschungszwecken, zu Archivzwecken oder zu statistischen Zwecken 

 
(1) 1

Archivzwecken, zu wissenschaftlichen oder historischen Forschungszwecken oder zu sta-

Freiheiten der betroffenen Personen vorgesehen werden. 2Mit diesen Garantien wird si-

3

Abs  
 

(2) 1Die Offenlegung personenbezogener Daten an andere als kirchliche 

2Der kirchliche Auftrag darf 
  

 
(3) 1Personenbezogene Daten, 

den, sind zu anonymisieren, sobald dies nach dem Forschungs- 
lich ist. Bis dahin sind die Merkmale gesondert zu verarbeiten, mit denen Einzelangaben 

identifizierten oder identifizierbaren 
2

- oder Statistikzweck dies erfordert.  
 
(4) 1

2Die Zustimmung kann erteilt werden, 
wenn  

 
a) die betroffene Person eingewilligt hat oder 
b)

  
 
(5)

 
 

 
Verarbeitung personenbezogener Daten zur institutionellen Aufarbeitung  

sexualisierter Gewalt und anderer Formen des Missbrauchs 
 

1An der institutionellen Aufarbeitung sexualisierter Gewalt und anderer Formen des Miss-
2

gung von personenbezogenen Daten von sex
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Aufarbeitungs- 
lich regeln, darunter auch Regelungen, die Auskunft oder Einsicht in Unterlagen lediglich im 
Falle einer Einwilligung betroffener Personen zulassen. 

 
 

Verarbeitung personenbezogener Daten durch die Medien 
 
(1) 1

nalistisch-redaktionellen oder literarischen Zwecken verarbeitet werden, gelten von den 
2Soweit personenbezogene Daten 

zur Herausgabe von Adressen-, Telefon- oder vergleichbaren Verzeichnissen verarbeitet 
werden, gilt Satz 1 nur, wenn mit der Herausgabe zugleich eine journalistisch-redaktio-

 
 

(2) -
fentlichung von Gegendarstellungen der betroffenen Person, so sind diese Gegendarstel-

wie die Daten selbst. 
 

(3) 1

so kann er oder sie 
Person gespeicherten Daten verlangen. 2Die Auskunft kann verweigert werden, soweit 

den kann. 3Die betroffene Person kann die Berichtigung unrichtiger Daten verlangen. 
 
 

Kapitel 9 
- und Schlussbestimmungen 

 
 

 
 

legt insbesondere fest: 
 
a)  
b)  
 

 
 

 
Bisherige Bestellungen der betrieblichen Datenschutzbeauftragten, deren Amtszeiten noch 

finden.  
 

 
Inkrafttreten  

 
Dieses Gesetz tritt am 24.05.2018 in Kraft.  


